










82% related	to	
incorrect	systems	and	
apps	configuration

Most	of	the	errors	can	be	
attributed	to	poor	
practices	by	system	
administrators

23% related	to	
Metadata	Information	
Leakage

11% related	to	
Incorrect	Information	
Management

Lack	of	care in	the	
management	of	
information	which	is	
accessible	via	the	Internet

11%
Information
Management	
Errors

Improper	Input
Validation

Cryptographic	
Issues

6%
Permissions,	
Privileges	and	
Access	Controls	

Obsolete
Versions

6%
Buffer	
Overflow

2%
Resource	
Management	
Errors

36%
Configuration
Errors

23%
Informacion Leakage	
on	Metadata

1%
Session
Management

Responsible	Disclosure

8 1 3
Vulnerabilities	Registered*

*	August	2016











Handle	Shadow	Apps
Detect	vulnerabilities	in	Mobile	Apps	even	in	those	you	don’t	know	that	exist.

Continuous	in-depth	Analysis
Perform	fast	static	&	dynamic	analysis	and	backend	penetration	testing.

Track	detected	issues
Allow	manage	detected	vulnerabilities	along	time	and	versions.
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